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QUESTION NO: 1

Recently, you have seen an increase in intrusion attempts and in network traffic. You decide to use Snort to run a packet
capture and analyze the traffic that is present. Looking at the example, what type of traffic did Snort capture in this log file?
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10.0.10.236:34145 -> 10.0.10.235:1 TCP TIL:57 TOS5:0x0 ID:62554 IpLen:20 DgmLen:40
vErwweSe Seq: Ox2ZASFELBD Ack:! Ox0 Win: Ox800 Teplan: 20
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10/28-18105145.422227 0:D0:9:TE:F9:DB ~=> 0:12:F3:3D411:44 cypeiOx800 len:Oxidc
10.0.10.236:34145 —> 10.0.10.235:% TCP TTL:57 TOS:0x0 ID:=32117 Iplen:20 Domben:40
weewaedr Seqr OAZASFGLED Ack: Ox0 Win: Ox800 ToplLen; 20
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10/28=-18:05:45.4907380 D:DO:P:TE:FP:DB -> D:2:B3:20:1:40 cypaiDxB00 len:Dx3IC
10.0.10.236:34145 -> 10.0.10.235:3 TCF TIL:57 TOS:0x0 ID:578595 IpLen:Z20 Dgmben:$0
TEETRTEN Seqt OxZASFELBD Ack: Ox0 Win: OxB800 TepLen: 20
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10/26=18:05:45.4921634 0:DO:9:TEFO9:DB => 0:2:B3:3D0: 148 cype:OxB00 len:Oxic

10.0.10.236: 34145 => 10.0.10.235:4 TCP. TTL:57 TOS5:0x0 ID:14182 IpLen:20 Dgmblen:40
wawANEEN Seq: O4ZASFELED Ack: Ox0 Wind Ox800 Teplen: 20
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A. Nmap SYN/FIN Scan
B. Nmap NULL Scan

C. Nmap ACK Scan

D. Nmap SYN Scan

E. Nmap XMAS Scan

ANSWER: D

QUESTION NO: 2

You have become the lead security professional for a mid-sized organization. You are currently studying DNS issues, and
configuration options. You come across the concepts of

DNS Spoofing, and investigate more. What is DNS Spoofing?
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A. DNS Spoofing is when the DNS client submits a false DNS request to the DNS server, and the DNS server responds with
correct data.

B. DNS Spoofing is the DNS client submits a DNS request to the DNS server using a bogus IP address, and the DNS server
responds to the incorrect host.

C. DNS Spoofing is when a DNS Server responds to an unauthorized DNS client, providing that client with name resolution.

D. DNS Spoofing is when a DNS client is forced to make a DNS query to an imposter DNS server, which send the client to
an imposter resource.

E. DNS spoofing is when a DNS server provides name resolution to clients that are located in a different IP subnet than the
server itself.

ANSWER: D

QUESTION NO: 3

You have just become the senior security professional in your office. After you have taken a complete inventory of the
network and resources, you begin to work on planning for a successful security implementation in the network. You are
aware of the many tools provided for securing Windows 2003 machines in your network. What is the function of The

Security Configuration and Analysis snap-in?

A. This tool is used to manage the NTFS security permissions on objects in the domain.

B. This tool is used to create an initial security database for the domain.

C. This tool is used to analyze a large number of computers in a domain-based infrastructure.
D. This tool provides an analysis of the local system security configuration.

E. This tool provides a single point of management where security options can be applied to a local computer or can be
imported to a GPO.

ANSWER: D

QUESTION NO: 4

As you configure your SuSe Linux computer, you make sure to modify TCP Wrappers as required by the security policy.
What are two benefits that TCP Wrappers provides you with in controlling the security of the system?

A. Connection Logging
B. Password Encryption

C. Network Encryption
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D. Network Access Control

E. Secure Packet Encapsulation

ANSWER: AD

QUESTION NO: 5

What is the name of the informational page that is relevant to a particular command in
Linux?

A. Readme Page

B. Lnx_nfo Page

C. Man Page

D. X_Win Page

E. Cmd_Doc Page

ANSWER: C

QUESTION NO: 6

You have just finished installing new servers and clients in your office network. All the new client machines are running
Windows 2000 Professional, and the servers are running Windows Server 2003. You are now working on securing all user
authentication related areas of the systems. Where is user account information stored, both for the Domain and the local
machine?

A. Domain user account information is stored in the Active Directory.
B. Local user account information is stored in the SAM.

C. Local user account information is stored in the Active Directory.
D. Domain user account information is stored in the SAM.

E. Domain user account information is stored in the Metabase

ANSWER: AB
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QUESTION NO: 7

Which three of the following are examples of the reason that Message Authentication is needed?
A. Packet Loss

B. Content Modification

C. Masquerading

D. Public Key Registration

E. Sequence Modification

ANSWER: BCE

QUESTION NO: 8

Often times attackers will run scans against the network to identify different network and operating systems, and resources
that are available. If an attacker runs scans on the network, and you are logging the connections, which of the following
represent the legitimate combination of packets that will be sent between the attacker and target?

A. Attacker PSH-FIN Scan, Target RST-FIN Response

B. Attacker ACK Scan, Target NULL Response

C. Attacker NULL Scan, Target RST Response

D. Attacker SYN Scan, Target NULL Response

E. Attacker FIN Scan, Target RST Response

ANSWER: CE

QUESTION NO: 9

Recently, you have seen an increase in intrusion attempts and in network traffic. You decide to use Snort to run a packet
capture and analyze the traffic that is present. Looking at the example, what type of traffic did Snort capture in this log file?

DumpsQueen - Pass Your Next Certification Exam Fast!


https://dumpsqueen.com/

DUMPSQUEEN

Fle Edt Formet Hep

0/27-23148:42. 126086 0100191 TEL1ES1E9 ~> 01DOs917F1C190 cypeiOxB00 leniOx3C al
10.0.10.237 =» 10.0.10.234 ICHP TTL:126 TOS:0xD ID: 1185 Iplen:20 Domlen:36

Typ&:8 Code:0 IDID Beq:2B89 ECHO
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0/27-23:48342 ., 137906 0:DO:9: TE:ES:E9 => 0:12:B3:2D:1:9hk cype: 0xB00 len:0Ox3C
10.0.10.237 —=> 10.0.10.235 JCHP TTL:126 TOS:0x0 ID: 1156 IpLen:ZD Domlen:36
Typat!8 Code:l ID13 Seq:220 ECHO
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10/27-23:48:42 ., 148642 0:D0:9:TE:E5:E8 -> 0:D0:9:TE:T9:0B type:0x800 len:0x3C
10.0.10.237 => 10.0.10.£836 ICHF TTL:1Z8 TOS:D0xD ID:1187 IpkeniZD Dgmlern:36
Type:8 Code:0 Ib:d Seqrisl ECHO
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10/27-23:48:42 . 167031 O0:DO:O:TEZES:ED —-> 0:DD:9:68:87:2C type:;0x800 len:0x3C
10.0.10.237 => 10.0.10.238 ICHP TTL:1Z8 TOS:0x0 ID:1190 Iplen:ID Dgelen:®s
Type:8 Code:0 ID:3] Seq:252 ECHO
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10/ 27-23: 48292 L7747 0:DO:D:TESES:ED ~> 0:DD:9:69:48:E3 cype:0xB00 len:0x3c

10.0,10.237 =» 10.0.10.239 ICHP TTL:128 TOS:0x0 ID:1191 IpLent20 Domlentds -
Type: 6  CodesQ . ID:3 Seq:ddd ECHD
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A. Nmap Scan
B. Port Scan

C. Trojan Scan
D. Ping Request

E. Ping Sweep

ANSWER: E

QUESTION NO: 10

Recently, you have seen an increase in intrusion attempts and in network traffic. You decide to use Snort to run a packet
capture and analyze the traffic that is present. Looking at the example, what type of traffic did Snort capture in this log file?
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10,0.10.236 => 10.0.10.235 ICHP TTL:32 TOS:0x0 ID:56323 JIplen:20. Domlens: 60

Type:8 Code:D - 1Di% Jeq:5 ECED

GL B2 63 44 65 66 67 60 68 S4 &P &L 4D 4E 6F 70 abcdefghijklmnop

TL 7 T3 TR TE TE TT 6L 62 61 &4 65 6% 67 68 49 greturwabcdelohl
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10/20=22:40:39. 7046774 0:B0:9:TE:TE:00 -> D:2:83:2D:1:44 bLype:0x800 len:Oxdk
10,0.L00.238 => 10.0.10.23% ICHF TTL:32 TOS:0w0 ID:SEETS Jplen:ZD Domilen: 40
TYpeis  Loae:D  1Dis =egis  ECHOD

6L 62 63 6% 65 66 67 68 62 6A 6B £C 60 6E &F 70 ahcoerghijikimmop

TL P2 12 T8 TS e VT 61 B2 61 &% BS 66 &7 BB &9 gratwvenbodefghi

R L T Lk e Lt e Tl I e T LT b h T L F R PP S RS

A. Windows 2000 Ping Request
B. Windows NT 4.0 Ping Request
C. Linux Ping Request

D. Linux Ping Response

E. Windows NT 4.0 Ping Response

ANSWER: B

QUESTION NO: 11

Which of the following equation pairs show examples of an Inverse Function?
A. 20+3=23 and 23-3=20

B. 10*2=20 and 20/2=10

C. 20*2=40 and 40*0.5=20

D. 40/2=20 and 20/0.5=40

E. 30+10=40 and 40-10=30

F. 10*2=20 and 20*0.5=10

ANSWER: ABE
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QUESTION NO: 12

The test.doc file on your Linux system that needs the ownership changed. You wish to have the new owner of the file to be
vp_finance. Which of the following is the command to change ownership to the

vp_finance user account?

A. ch_own vp_finance test_doc
B. chown vp_finance test.doc
C. chown test/doc vp_finance
D. chown vp_finance test/doc

E. ch_own vp_finance test.doc

ANSWER: B

QUESTION NO: 13

Which of the following pieces of information are found in the Inode, on a Linux system?
A. Directory Location

B. File ownership information

C. File size in Bytes

D. Filename

E. File access time

ANSWER: BCE

QUESTION NO: 14

You are working on the authentication systems in your network, and are concerned with your legacy systems. In Windows
NT 4.0, before Service Pack 4 (SP4), there were only two supported methods of authentication. What were those two
methods?

A. NetBIOS

B. LM

C.NTLM

D. NTLMv2
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E. Kerberos

ANSWER: B C

QUESTION NO: 15

From the following list, chose the primary reason for splitting a Security Policy into multiple smaller policies?
A. Smaller policies are cheaper to produce

B. Smaller policies are simpler to manage

C. Smaller policies are simpler to produce

D. Smaller policies are more legally binding

E. Smaller policies provide better security control

ANSWER: B
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