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QUESTION NO: 1

A system in which a badge or pass coded for authorization to enter specific areas is issued to an employee, who keeps it 
until the authorization id changed or until he or she leaves the company is called:

A. Single pass system

B. Contractive pass system

C. Pass-exchange system

D. None of the above

ANSWER: A 

QUESTION NO: 2

A good hybrid security operation consists of which component?

A. engaged corporate liaison

B. consistent contract management support

C. accurate quality measurements

D. All of the above

ANSWER: D 

QUESTION NO: 3

LANs and WANs can communicate with each other using a communications rule called:

A. Ethernet Protocol packet

B. Protocol Assembly packet

C. XOP.210 Protocol packet

D. Internet Protocol packet

ANSWER: D 

QUESTION NO: 4
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Administrative workload is substantially decreased when which service is employed?

A. Union

B. Security

C. Proprietary

D. Contract

ANSWER: D 

QUESTION NO: 5

An event that is possible but uncertain in terms of occurrence or that is likely to happen as an adjunct to other events is 
called:

A. Contingent

B. Critical processes

C. Conditional delegation

D. Emergency response

ANSWER: A 

QUESTION NO: 6

To deal with the lack of security, both government organizations have developed guidelines for protecting electric facilities 
and distribution systems. On the private side, the Edison Electric Institute developed guidelines that have been passed on to 
the North American Electric Reliability Council (NERC), the U.S. Department of Energy’s coordinator for the U.S. electrical 
infrastructure. Among other things the guide lines cover:

A. Vulnerability/risk analysis

B. Threat response

C. Cyber scenario

D. Emergency detection

ANSWER: A B 
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