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QUESTION NO: 1

With respect to privacy monitoring and incident management process, which of the following should be a part of a standard 
incident handling process?

I) Incident identification and notification

II) Investigation and remediation

III) Root cause analysis

IV) User awareness training on how to report incidents

A. I and II 

B. III and IV 

C. I, II and III 

D. All of the Above 

ANSWER: D 

QUESTION NO: 2

Which of the following could be considered as triggers for updating privacy policy? (Choose all that apply.)

A. Regulatory changes 

B. Privacy breach 

C. Change in service provider for an established business process 

D. Recruitment of more employees 

ANSWER: A B 

QUESTION NO: 3

What are the two phases of DSCI Privacy Third Party Assessment?

A. Initial and Detailed 

B. Primary and Secondary 
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C. Initial and Final 

D. None of the above 

ANSWER: C 

QUESTION NO: 4

Classify the following scenario as major or minor non-conformity.

“The organization is aware of the PI dealt by it at a broad level based on the business services provided but does not have 
the detailed view of which business functions, processes or relationships deal with what types of PI including usage, access, 
transmission, storage, etc.”

A. Major 

B. Minor 

C. Both Major & Minor 

D. None of the above 

ANSWER: A 

QUESTION NO: 5

Which of the following does the ‘Privacy Strategy & Processes’ layer in the DPF help accomplish? (Choose all that apply.)

A. Visibility over Personal Information 

B. Privacy Policy and Processes 

C. Regulatory Compliance Intelligence 

D. Information Usage and Access 

E. Personal Information Security 

ANSWER: A B D E 

QUESTION NO: 6

An organization is always a data controller for its _____________. 
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A. Employees 

B. Client 

C. Supervisory authority 

D. None of the above 

ANSWER: A 

QUESTION NO: 7

What is a Data Subject? (Choose all that apply.)

A. An individual who provides his/her data/information for availing any service 

B. An individual who processes the data/information of individuals for providing necessary services 

C. An individual whose data/information is processed 

D. A company providing PI of its employees for processing 

E. An individual who collects data from illegitimate sources 

ANSWER: A C 

QUESTION NO: 8

Which of the following are classified as Sensitive Personal Data or Information under

Section 43A of ITAA, 2008? (Choose all that apply.)

A. Password 

B. Financial information 

C. Sexual orientation 

D. Caste and religious beliefs 

E. Biometric information 

F. Medical records and history 

ANSWER: B C E F 
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QUESTION NO: 9

The concept of data adequacy is based on the principle of _________.

A. Adequate compliance 

B. Dissimilarity of legislations 

C. Essential equivalence 

D. Essential assessment 

ANSWER: C 

QUESTION NO: 10

Which of the following parameters should ideally be addressed by a privacy program of an organization? (Choose all that 
apply.)

A. Privacy incident response plan and grievance handling 

B. Environmental security concerns 

C. Training and data classification 

D. Intellectual Property (IP) protection 

ANSWER: A C 
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