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QUESTION NO: 1

Which two steps are necessary to configure global server load balancing (GSLB) service selection using content switching 
(CS)? (Choose two.)

A. Bind the domain to the CS vServer instead of the GSLB vServer.

B. Configure CS policies that designate a load-balancing vServer as the target vServer.

C. Configure a CS vServer of target type GSLB.

D. Bind the GSLB domain to the GSLB vServer.

ANSWER: A C 

QUESTION NO: 2

Scenario: A Citrix Administrator executed the command below in an active-active, global server load balancing (GSLB) 
setup.

set gslb parameter –ldnsprobeOrder DNS PING TCP

The order to calculate the _____ for dynamic proximity will be the DNS UDP query followed by the ping and then TCP. 
(Choose the correct option to complete the sentence.)

A. Time to live (TTL)

B. Empty Domain Service (EDS)

C. Multiple IP responses (MIR)

D. Round-trip time (RTT)

ANSWER: D 

QUESTION NO: 3

The Citrix ADC SDX architecture allows instances to share ___________ and __________. (Choose the two correct options 
to complete the sentence.)

A. memory

B. a CPU

C. a physical interface

D. the kernel
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ANSWER: B C 

QUESTION NO: 4

Scenario: A Citrix Administrator manages a Citrix SDX appliance with several instances configured. The administrator needs 
to enable Layer 2 mode on two instances.

When using a shared network interface, what must the administrator do to ensure that traffic flows correctly?

A. Ensure Layer 3 and Layer 2 modes are enabled.

B. Enable tagging on all interfaces.

C. Enable MAC-based forwarding (MBF) mode.

D. Disable Layer 2 mode on a Citrix ADC instance.

ANSWER: C 

QUESTION NO: 5

Scenario: A Citrix Administrator is configuring a Citrix ADC high availability (HA) pair with an existing primary Citrix ADC with 
all resources configured. The administrator adds the secondary Citrix ADC in HA and discovers that the configuration on the 
existing primary was removed and is now the secondary Citrix ADC in the HA pair.

Which two configurations could the administrator have used to prevent this from happening? (Choose two.)

A. Set the primary Citrix ADC to stay primary in the Configure HA Node settings.

B. Set the secondary Citrix ADC to stay secondary in the Configure HA Node settings.

C. Enable HA monitoring on all secondary device interfaces.

D. Enable HA monitoring on all primary device interfaces.

ANSWER: B C 

QUESTION NO: 6

Scenario: A Citrix Administrator suspects an attack on a load-balancing vServer (IP address 192.168.100.25).

The administrator needs to restrict access to this vServer for 10 minutes.

Which Access Control List (ACL) will accomplish this?

A. add simpleacl rule1 DENY –srcIP 192.168.100.25 –TTL 600000

B. add simpleacl rule1 DENY –srcIP 192.168.100.25 –TTL 600

C. add ns acl rule1 DENY –destIP 192.168.100.25 –TTL 600000

https://dumpsqueen.com/


DumpsQueen - Pass Your Next Certification Exam Fast!
dumpsqueen.com

D. add ns acl rule1 DENY –destIP 192.168.100.25 –TTL 600

ANSWER: D 

QUESTION NO: 7

A Citrix Administrator is creating a new SSL vServer and notices the ns_default_ssl_profile frontend SSL profile is 
automatically bound to the SSL vServer.

Which two actions can the administrator perform to change or remove the ns_default_ssl_profile_frontend SSL

profile once it is enabled? (Choose two.)

A. Globally unbind the ns_default_ssl_profile_frontend SSL.

B. Unbind the default SSL profile and bind the newly created SSL profile.

C. Create a separate SSL profile.

D. Unbind the ns_default_ssl_profile_frontend SSL profile from the SSL vServer without binding a replacement SSL profile.

E. Globally disable the ns_default_ssl_profile_frontend SSL profile.

ANSWER: B C 

QUESTION NO: 8

In an SSL offload deployment, which policy will allow a Citrix Administrator to modify all URLs in the response body from 
"http://" to "https://"?

A. > add rewrite action Act1 replace_all "HTTP.RES.BODY(200000)" "\"http://\"" -pattern "https://"
> add rewrite policy Pol1 trueAct1 NOREWRITE
 

B. > add rewrite action Act1 replace_all "HTTP.RES.BODY(200000)" "\"http:\"" -pattern "\https://\"
> add rewrite policy Pol1 trueAct1 NOREWRITE
 

C. > add rewrite action Act1 replace_all "HTTP.RES.BODY(200000)" "\"https //\"" -pattern "http://"
> add rewrite policy Pol1 trueAct1 NOREWRITE
 

D. > add rewrite action Act1 replace_all "HTTP.RES.BODY(200000)" "\"https:\"" -pattern "http://"
> add rewrite policy Pol1 trueAct1 NOREWRITE

ANSWER: D 

QUESTION NO: 9
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Scenario: A load-balancing vServer is configured to utilize the least bandwidth load-balancing method. A service attached to 
this vServer is brought into the effective state during production hours.

During the startup of a vServer, which load-balancing method is used by default?

A. Least connections

B. Least bandwidth

C. Custom load

D. Round-robin

ANSWER: A 

QUESTION NO: 10

Which four authentication types can a Citrix Administrator use for Citrix ADC authentication, authorization, and auditing 
(AAA) multifactor authentication? (Choose four.)

A. RADIUS

B. OAuth

C. FIDO2

D. NTLM

E. ADFS

F. LDAP

G. TACACS+

ANSWER: A B C F 
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