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QUESTION NO: 1

Which two statements about the self-service portal are true? (Choose two)

A. Self-registration information can be sent to the user through email or SMS

B. Realms can be used to configure which seld-registered users or groups can authenticate on the network

C. Administrator approval is required for all self-registration

D. Authenticating users must specify domain name along with username

ANSWER: A B 

QUESTION NO: 2

Which FSSO discovery method transparently detects logged off users without having to rely on external features such as 
WMI polling?

A. Windows AD polling

B. FortiClient SSO Mobility Agent

C. Radius Accounting

D. DC Polling

ANSWER: B 

QUESTION NO: 3

A device or user identity cannot be established transparently, such as with non-domain BYOD devices, and allow users to 
create their own credentialis.

In this case, which user idendity discovery method can Fortiauthenticator use?

A. Syslog messaging or SAML IDP

B. Kerberos-base authentication

C. Radius accounting

D. Portal authentication

ANSWER: D 
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QUESTION NO: 4

What happens when a certificate is revoked? (Choose two)

A. Revoked certificates cannot be reinstated for any reason

B. All certificates signed by a revoked CA certificate are automatically revoked

C. Revoked certificates are automatically added to the CRL

D. External CAs will priodically query Fortiauthenticator and automatically download revoked certificates

ANSWER: C D 

QUESTION NO: 5

You are a FortiAuthenticator administrator for a large organization. Users who are configured to use FortiToken 200 for two-
factor authentication can no longer authenticate. You have verified that only the users with two-factor authentication are 
experiencing the issue.

What can couse this issue?

A. On of the FortiAuthenticator devices in the active-active cluster has failed

B. FortiAuthenticator has lose contact with the FortiToken Cloud servers

C. FortiToken 200 licence has expired

D. Time drift between FortiAuthenticator and hardware tokens

ANSWER: D 
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