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QUESTION NO: 1

You are asked to look at a configuration that is designed to take all traffic with a specific source ip address and forward the

traffic to a traffic analysis server for further evaluation. The configuration is no longer working as intended.

Referring to the exhibit which change must be made to correct the configuration?

A. Apply the filter as in input filter on interface xe-0/2/1.0

B. Apply the filter as in input filter on interface xe-0/0/1.0

C. Create a routing instance named default

D. Apply the filter as in output filter on interface xe-0/1/0.0

ANSWER: B 

QUESTION NO: 2

Exhibit.
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Referring to the exhibit, which two statements are true? (Choose two.)

A. Juniper Networks will not investigate false positives generated by this custom feed.

B. The custom infected hosts feed will not overwrite the Sky ATP infected host’s feed.

C. The custom infected hosts feed will overwrite the Sky ATP infected host’s feed.

D. Juniper Networks will investigate false positives generated by this custom feed.

ANSWER: A C 

QUESTION NO: 3

What is the purpose of the Switch Microservice of Policy Enforcer?

A. to isolate infected hosts

B. to enroll SRX Series devices with Juniper ATP Cloud

C. to inspect traffic for malware
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D. to synchronize security policies to SRX Series devices

ANSWER: B 

QUESTION NO: 4

Which two additional configuration actions are necessary for the third-party feed shown in the exhibit to work properly? 
(Choose two.)

A. You must create a dynamic address entry with the IP filter category and the ipfilter_office365 value.

B. You must create a dynamic address entry with the C&C category and the cc_offic365 value.

C. You must apply the dynamic address entry in a security policy.

D. You must apply the dynamic address entry in a security intelligence policy.

ANSWER: A C 

QUESTION NO: 5

You issue the command shown in the exhibit.

Which policy will be active for the identified traffic?

A. Policy p4

B. Policy p7

C. Policy p1

D. Policy p12

ANSWER: B 

QUESTION NO: 6

Exhibit

You configure a traceoptions file called radius on your returns the output shown in the exhibit
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What is the source of the problem?

A. An incorrect password is being used.

B. The authentication order is misconfigured.

C. The RADIUS server IP address is unreachable.

D. The RADIUS server suffered a hardware failure.

ANSWER: D 

QUESTION NO: 7

In Juniper ATP Cloud, what are two different actions available in a threat prevention policy to deal with an infected host? 
(Choose two.)

A. Send a custom message

B. Close the connection.

C. Drop the connection silently.

D. Quarantine the host.

ANSWER: C D 

QUESTION NO: 8

Exhibit

Referring to the exhibit, which two statements are true? (Choose two.)
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A. The 3uspicious_Endpoint3 feed is only usable by the SRX-1 device.

B. You must manually create the suspicious_Endpoint3 feed in the Juniper ATP Cloud interface.

C. The 3uspiciou3_Endpoint3 feed is usable by any SRX Series device that is a part of the same realm as SRX-1

D. Juniper ATP Cloud automatically creates the 3uopi'cioua_Endpoints feed after you commit the security policy.

ANSWER: A C 

QUESTION NO: 9

Exhibit

Referring to the exhibit, which two statements are true about the CAK status for the CAK named "FFFP"? (Choose two.)

A. CAK is not used for encryption and decryption of the MACsec session.

B. SAK is successfully generated using this key.

C. CAK is used for encryption and decryption of the MACsec session.

D. SAK is not generated using this key.

ANSWER: C D 

QUESTION NO: 10

While troubleshooting security policies, you added the count action. Where do you see the result of this action?

A. In the show security policies hit-count command output.

B. In the show security flow statistics command output.

C. In the show security policies detail command output.

D. In the show firewall log command output.

ANSWER: D 
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