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QUESTION NO: 1

Refer to the exhibit, which shows the Zero Trust Tagging Rule Set configuration.

Which two statements about the rule set are true? (Choose two.)

A. The endpoint must satisfy that only Windows 10 is running.

B. The endpoint must satisfy that only AV software is installed and running.

C. The endpoint must satisfy that antivirus is installed and running and Windows 10 is running.

D. The endpoint must satisfy that only Windows Server 2012 R2 is running.

ANSWER: B C 

QUESTION NO: 2
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An administrator has a requirement to add user authentication to the ZTNA access for remote or off-fabric users Which 
FortiGate feature is required m addition to ZTNA?

A. FortiGate FSSO

B. FortiGate certificates

C. FortiGate explicit proxy

D. FortiGate endpoint control

ANSWER: C 

QUESTION NO: 3

An administrator is required to maintain a software vulnerability on the endpoints, without showing the feature on the 
FortiClient dashboard. What must the administrator do to achieve this requirement?

A. Disable select the vulnerability scan feature in the deployment package

B. Use the default endpoint profile

C. Select the vulnerability scan feature in the deployment package, but disable the feature on the endpoint profile

D. Click the hide icon on the vulnerability scan tab

ANSWER: D 

QUESTION NO: 4

Refer to the exhibits.
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Which show the Zero Trust Tag Monitor and the FortiClient GUI status.

Remote-Client is tagged as Remote-Users on the FortiClient EMS Zero Trust Tag Monitor.

What must an administrator do to show the tag on the FortiClient GUI?

A. Update tagging rule logic to enable tag visibility

B. Change the FortiClient system settings to enable tag visibility

C. Change the endpoint control setting to enable tag visibility

D. Change the user identity settings to enable tag visibility

ANSWER: B 

QUESTION NO: 5

Which two VPN types can a FortiClient endpoint user inmate from the Windows command prompt? (Choose two)

A. L2TP

B. PPTP

C. IPSec

D. SSL VPN

ANSWER: C D 

https://dumpsqueen.com/


DumpsQueen - Pass Your Next Certification Exam Fast!
dumpsqueen.com

QUESTION NO: 6

Which three types of antivirus scans are available on FortiClient? (Choose three )

A. Proxy scan

B. Full scan

C. Custom scan

D. Flow scan

E. Quick scan

ANSWER: B C 

QUESTION NO: 7

An administrator is required to maintain a software inventory on the endpoints. without showing the feature on the FortiClient 
dashboard What must the administrator do to achieve this requirement?

A. The administrator must use default endpoint profile

B. The administrator must not select the vulnerability scan feature in the deployment package.

C. The administrator must select the vulnerability scan feature in the deployment package, but disable the feature on the 
endpoint profile

D. The administrator must click the hide icon on the vulnerability scan tab

ANSWER: D 

QUESTION NO: 8

Which two third-party tools can an administrator use to deploy FortiClient? (Choose two.)

A. Microsoft Windows Installer

B. Microsoft SCCM

C. Microsoft Active Directory GPO

D. QR code generator

ANSWER: B C 

QUESTION NO: 9

Refer to the exhibit.
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Based on the FortiClient logs shown in the exhibit which application is blocked by the application firewall?

A. Twitter

B. Facebook

C. Internet Explorer

D. Firefox

ANSWER: D 

QUESTION NO: 10

Which two statements are true about ZTNA? (Choose two.)

A. ZTNA provides role-based access

B. ZTNA manages access for remote users only

C. ZTNA manages access through the client only

D. ZTNA provides a security posture check

ANSWER: A D 
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