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QUESTION NO: 1

Which load balancing method requires the use of an SNMP health check?

A. Destination IP hash

B. Round robin

C. Dynamic load

D. Least connection

ANSWER: C 

QUESTION NO: 2

An administrator wants to make sure their servers are protected against zero-day attacks.

Which FortiADC feature would they configure to accomplish this? 

A. Advanced health checks

B. Advanced WVS

C. Signature-based IPS

D. Advanced WAF

ANSWER: D 

QUESTION NO: 3

In global load balancing, why might an administrator configure the response rate limit in FortiADC?

A. To redirect requests from a blocked county

B. To prevent FortiADG from being used in DNS amplification DoS attacks

C. To protect back-end servers from SYN flood attacks

D. To prioritize outgoing traffic by sending it through the link with the lowed response time

ANSWER: B 

QUESTION NO: 4
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An administrator is running the following sniffer on FortiADC:

Diagnose sniffer packet any ‘’port 80’’ 2

What two pieces of information are included in the output of the sniffer? (Choose two.)

A. IP payload

B. Ethernet headers

C. Port names

D. IP headers

ANSWER: A D 

QUESTION NO: 5

Which two statements about FortiADC logs are true? (Choose two.)

A. They can be stored on FortiCloud.

B. They can be uploaded automatically to an FTP server.

C. Only logs with seventy level equal to or greater than that configured log Severity level are generated.

D. They can record events related to security features.

ANSWER: C D 
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